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Our Work: Synthesize IDS policies from MUD profiles
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Background: IoT and MUD
Goal: Log suspicious connections using MUD

MUD: Manufacturer Usage Description
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Problem: IoT Attacks On the Rise!
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- Run Zeek Scripts with PCAP test data

- Automate scripts for real-time checks

- Use connection ports and protocol
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